10.2.1 Signal Data Packets

The signal data packets are the packets generated by the input formatter cards when they convert the Emitter Coupled Logic (ECL) inputs into packets for transfer through the DTFL.  The basic structure of the packet is shown in Figure 17‑2 Packet Format.  The IP packet payload contains data and signal information, which is encapsulated in an Ethernet frame.  The following subparagraphs will discuss the details of the fields for each of these layers.  All signal data packets input to the SDDS DTFL by input formatters shall conform to the packet structure as shown in Figure 17‑2 Packet Format, and described in this ICD.
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Figure 17‑2.  Packet Format

10.2.1.1 Ethernet Fields

The Ethernet fields are used by the DTFL to identify and control the routing of the signal data packets.  These fields identify the signal origin and destination, the packet length, and provide protection against packet corruption by transmission errors.

The Ethernet level is comprised of an 8-byte preamble, 14-byte Ethernet header, 1108-byte Internet Protocol (IP) packet and a 4-byte Ethernet frame check sequence (FCS).  The Ethernet fields shall conform to the IEEE 802.3 standard.

The Preamble allows the receiver to synchronize with the incoming data and locate the start of frame.  It is seven bytes of 01010101 followed by 10101011.

The Ethernet header is comprised of the destination Media Access Controller (MAC) address, source MAC address, and Type Field.  The destination MAC address is a six-byte field that identifies the destination for the packet.  The source MAC address is a six-byte field identifying the source of the packet.  The type field is a two-byte field set to 0x0800, which identifies the frame as containing an IP datagram.  For inputs from SDDS input formatters, the SDDS Controller shall tell the IF the correct data to populate these fields.  The fields in the Ethernet header are shown in Figure 17‑3 Ethernet Frame Structure, and will be populated by packet sources as defined in Table 17‑1 Ethernet Fields.

The Ethernet data field is 1108-bytes long and contains the IP packet described in the following section.

The frame check sequence shall be the four-byte sequence generated by a cyclical redundancy check (CRC) on the contents of the packet in accordance with the IEEE 802.3 standard.  This value is computed from the data comprising the packet for every packet.
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Figure 17‑3.  Ethernet Frame Structure

Table 17‑1.  Ethernet Fields

Field
Length
(Bytes)
Description
SDDS Usage / Value
How Input Formatter Determines Value During Packet Creation

Preamble
7
Preamble signals the beginning of the next frame.  The length of the preamble is used to allow synchronization with the receiver clock. 
Set each byte in field to ‘10101010’.
Fixed

Preamble-SDF
1
Start Frame Delimiter marks the end of the Preamble and the beginning of the remainder of the frame.
Set field to ‘10101011’.
Fixed

Destination Address
6
MAC Address of the destination network interface card to receive the message.
01-00-5E-XX-XX-XX hexadecimal, where XX-XX-XX is 24 bits with the MSB set to 0, and the remaining 23 bits match the 23 LSBs of the IP multicast address
Value calculated from IP Multicast Address) 

Source Address
6
MAC address of the source network interface card that initiated the message.
Pre-defined – Unique to NIC
Fixed (IF MAC address)

Type
2
Identifies packet type
0x0800 hexadecimal, identifies frame as containing IP datagram
Fixed

Data Field
46-1500
Contains the IP datagram being transmitted.  Packets greater than 1482 bytes in length are split and sent as two datagrams.  Packets less than 46 bytes in length are padded with zeros until minimum length is achieved.
Follows IP datagram format.  See Table 17‑2 Internet Protocol Fields. 
See IP fields section 

FCS
4
Frame Check Sequence stores a mathematically derived cyclical redundancy check that both source and destination computers can recalculate in order to verify data integrity within the frame.
Turned on in SDDS and calculated for Packet
Calculated for Packet

10.2.1.2 Internet Protocol Fields

The IP fields are used to identify the source supplying the signal data packets and the destination of the packets.  The User Datagram Protocol (UDP) portion of the IP field contains a frame check sum that is used to identify errors that occur within the UDP and payload portions of the packet.  The structure of these fields is as follows.

The IP packet is comprised of the 20-byte IP header, 8-byte UDP header, and 1080-byte UDP payload.

The IP header is a 20-byte field corresponding to Version 4 of IP, officially in ITEF RFC 791.  SDDS Input formatters are told by the SDDS controller source and destination IP address.  The fields in the IP header are shown in Figure 17‑4 Internet Protocol Header Structure and will be populated by packet sources as defined in Table 17‑2 Internet Protocol Fields.
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Figure 17‑4.  Internet Protocol Header Structure

Table 17‑2.  Internet Protocol Fields

Field
Length

(Bits)
Description
SDDS Usage / Value

(Decimal except where noted otherwise)
How Input Formatter Determines Value During Packet Creation

Version
4
IP protocol version number.
4
Fixed

Header Length
4
Length of header in 32-bit words.
5
Fixed

Type of Service
8
Flags to specify Type of Service:

Precedence (P) (Bits 0-2).

000 - Routine.

Delay (D) (Bit 3).

0 - Normal Delay.

Throughput (T) (Bit 4).

0 - Normal Throughput.

Reliability (R) (Bit 5).

0 - Normal Reliability.

Reserved for Future Use (Bits 6-7).
(Binary)

000

0

0

0

00
Fixed

Total Length
16
Total length of IP datagram, given in bytes, including IP Header.
1108
Fixed

Identification
16
Unique identifier for datagram.
0
Fixed

Flags
3
Flags to indicate if Fragmentation is permitted and / or used:

Reserved (0) (Bit 0).

Do Not Fragment (Bit 1).

0 - May Fragment.

1 - Don’t Fragment.

More Flag (Bit 2).

0 - Last Fragment.

1 - More Fragments.
(Binary)

0

1

0
Fixed

Fragment Offset
13
Indicates location of fragment from start of datagram (in 64-bit units).
0
Fixed

Time To Live
8
Maximum number of hops allowed before the message is discarded.
32
Fixed

Protocol
8
Indicates Transport Layer protocol:

1 - ICMP

2 - IGMPv2

6 - TCP

8 - EGP

17 – UDP

89 - OSPF.
17
Fixed

Header Checksum
16
IP header (only) checksum.  Value recalculated at each router.
Calculated from IP Header
Calculated

Source IP Address
32
Source IP Address.
Address appropriate for VLAN
Provided per connection by Controller (Value is fixed for duration of connection)

Destination IP Address
32
Destination IP address.  An IP Multicast address in the range 224.0.0.1 to 239.255.255.255.
Address appropriate for VLAN
Provided per connection by Controller (Value is fixed for duration of connection)













Data

This field can be zero to 65535 bytes of transport layer data.
Follows UDP datagram format See Table 17‑3 UDP Fields. 
See UDP Fields section

The UDP header is an eight-byte field conforming to IETF RFC 768.  The UDP address is comprised of a 2-byte source port field, a 2-byte destination port field, a 2-byte UDP length field, and a 2-byte UDP checksum.  For SDDS Input formatters, the source port is set to 0, and the destination port is set to 29495.

The UDP checksum shall be the 16-bit one’s complement of the one’s complement sum of a pseudo header of information from the IP header, the UDP header, and the UDP data field (SDDS Data and Signal information field) in accordance with IETF RFC 768.  The structure of the Pseudo header is shown in Figure 17‑5.
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Figure 17‑5.  UDP Pseudo Header Structure

The fields in the UDP header are shown in Figure 17‑6 UDP Header Structure and will be populated by packet sources as defined in Table 17‑3 UDP Fields.
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Figure 17‑6.  UDP Header Structure

Table 17‑3.  UDP Fields

UDP Field
Length

(Bits)
Description
SDDS Usage / Value
How Input Formatter Determines Value During Packet Creation

Source Port Number
16
Number of the calling port.
0
Fixed

Destination Port Number
16
Number of the called port.
29495
Fixed

UDP Length
16
Length of the UDP datagram.
1088
Fixed

UDP Checksum
16
Checksum based on pseudo header generated from information in the IP header, the UDP header, and the UDP data field.
Calculated from the appropriate fields of the packet and used to identify corrupted packets. 
Calculated for each packet

Data
Variable
This field contains application layer data.
This field contains the 1080 bytes of data and signal information fields.
See Data and signal Information Fields Section

The payload structure contains the signal data as described in the following paragraph.

10.2.1.3 Data and Signal Information Fields

The data and signal information fields contain the actual signal data and the information required to accurately recreate the original signal.  Input formatters measure the sample frequency and capture the data samples.  This information is used to construct the packets that are input to the DTFL.  The output formatters and DSP / analog formatters use the information in the packet to recreate the sample clock and the sample outputs into the ECL format expected by legacy processors.  The sub-fields comprising the data and signal information are: format identifier, frame sequence number, time tag (TT) information, synchronous sample clock information, synchronous serial data (SSD) information, asynchronous auxiliary data (AAD) information and data.  These fields are described in detail in the following paragraphs.

10.2.1.3.1 Format Identifier

The format identifier is used to identify the format of the packet.  Specifically: whether or not the packet is a standard packet, whether the packet is a parity packet or signal data packet, and the structure (i.e., data packing format) of the data field (DF).  These values are determined by the signal source and used by the signal sinks to determine how to correctly recreate the signal.

The format identifier field shall be two bytes in length as shown in Figure 17‑7 Format Identifier Field.  This field is comprised of the standard format (SF), start of sequence (SoS), parity packet (PP) identifier, original format (OF), spectral sense (SS), data mode, and bits per sample fields with zero padding to increase the size to 2 bytes.
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Figure 17‑7.  Format Identifier Field

The SF (Standard Format) field is used to identify whether or not the packet conforms to the SDDS standard.  For SDDS standard packets, the SF bit shall be set to a value of one.  The SF bit shall be set to a value of zero for non-standard packets.  SDDS standard packets are signal data and parity packets that conform to this ICD.  SDDS output formatters will only process SDDS standard packets.  Non-standard packets provide an avenue for future Gigabit Ethernet sources to use a different packet structure.

The SoS (Start of Sequence) field is used to distinguish between a new sequence and the rollover of frame sequence number.  The value of the SoS field is set to 1 for the first 2^16 packets of a new sequence.  The SoS field is set to zero for all other packets in a sequence.  (See Frame Sequence number for more information.)

The PP (Parity Packet) identifier field, combined with the frame sequence number is used to identify whether the packet contains signal data, or is a parity information according to Table 17‑4: Parity Packet Identification.

Table 17‑4.  Parity Packet Identification

PP ID Value
Is Frame Seq. Number equal to 31 mod 32?
Packet Type

0
No
Signal Data

0
Yes
Invalid

1
No
Invalid

1
Yes
Parity

The OF (Original Format) field identifies the original format of the data transmitted.  If the data was originally offset binary and has been converted to 2’s complement, the OF value is set to one.  Otherwise, the data is 2’s complement and has not been converted and the OF value is set to zero.

The SS (Spectral Sense) field identifies whether or not the spectral sense has been inverted from the original input.  The SS value is set to one if the spectral sense has been inverted.  The SS value is set to zero if the spectral sense has not been inverted.

The data mode field identifies the structure of the DF.  The mode selected is a function of the sample rate, the sample size and whether or not the auxiliary data, (specifically time tag), is to be passed through SDDS.  The value in this field shall be the data mode defined by Table 17‑5 Data Mode Selection, which shows the conditions for choosing a mode, and the value of the data mode field for the specific mode choice.  This is described in more detail in the paragraph discussing the DF.  Note: The Bits-per-Sample field shall be a 5-bit integer ranging from “0” to “16”.  Only the top “Bits-per-Sample” of each data sample in the DF shall be non-zero and the remaining bit shall be zero.  (I.e. for 10-bit samples stored in 16-bit samples in the DF will have the lower 6-bits of each data sample will be set to 0).

The zeros are padding to maintain byte boundaries.

10.2.1.3.2 Frame Sequence Number

The frame sequence number is used to identify when signal data packets have been lost and to return the packet stream to the correct order after transmission through the GFE link.  The value is also used to identify parity packets.

The Frame Sequence number shall be a 16-bit binary integer, which starts at zero for the first packet in the data sequence and increments by one for each successive packet.  Each packet with a frame sequence number modulus “32” that is equal to “31” is a parity packet.  The sequence number is an unsigned 16-bit integer that is zero-relative, when the maximum 16-bit integer value is reached, the counter rolls to zero.

If the input data stream does not continuously fill the packet stream and a gap in the sequence occurs, the sequence number is reset and restarts at 0.  The SoS field also is reset as this is the beginning of a new sequence and its value will be 1 for the next 2^16 packets.  This allows for the differentiation between dropouts of the input signal and natural rollover of the frame sequence number.  If the frame sequence number is 0 and the SoS field is 1, the sequence has been reset.  If the frame sequence number is 0 and the SoS field is 0, then the sequence was not interrupted and a natural rollover occurred.

10.2.1.3.3  Time Tag Information

The time tag field is used to time tag the data stream and to generate the time tag bit for ECL processors attached to an SDDS output formatter.  The time tags represent when the positive-going transition of the Synchronous Sample Clock (SSC) pulse occurred at the input to SDDS.  There are potentially two time tags generated; one is for the first sample of every packet, the second is for the first sample that occurs after each 1-millisecond event.  The 1-ms information is required in order to create Datolite and SDN compatible time tags.  As a packet may contain less than one millisecond worth of data, it is necessary to determine whether the 1-millisecond event occurred during the packet.  This is identified by setting the 1-ms valid field to one.  If the event occurred, the 1-ms pointer points to the first sample in the DF that occurred after the 1-millisecond event.  The 1-ms Delta is the time difference between the 1-millisecond event and the first positive going transition of the SSC that occurred after the 1-millisecond event.  The time tag field is used to determine the Datolite/SDN TT fields down to one millisecond while the 1-ms delta is used to determine the very fine time field.  The 1-ms pointer is used to determine when to insert the Datolite/SDN TT field into the TT bit stream.  In the case of legacy inputs, the time tag always refers to when the data is input to SDDS, for re-entrant data the Auxiliary Data (AD) passthrough mode is used to pass the AD directly without conversion, (see data field format description).

The time tag information field shall be a 16-byte field comprised of 1-ms valid field, time tag (TT) valid field, synchronous sample clock (SSC) valid field, two zeros, 1-ms pointer field, 1-ms delta field, time tag field, and time tag extension field.  The location and sizes of these fields are shown in Figure 17‑8 Time Tag Information Fields.
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Figure 17‑8.  Time Tag Information Fields

The 1-ms valid field indicates the status of the 1-ms pointer and 1-ms delta fields:

One indicates the values stored in the 1-ms pointer and 1-ms delta fields are valid.

Zero indicates the values stored in the 1-ms pointer and 1-ms delta fields are not valid.

The TT valid field indicates the status of the Time Tag information fields:

One indicates the values stored in the Time Tag information fields are valid.

Zero indicates the values stored in the Time Tag information fields are not valid.

The SSC valid field indicates the status of the Synchronous Sample Clock (SSC) information fields (see below):


One indicates the values stored in the SSC information fields are valid.

Zero indicates the values stored in the SSC information fields are not valid.

When the 1-ms pointer field is valid, the 11-bit field is an integer representing the first sample number in the payload field that occurred after the 1-millisecond event.

When the 1-ms delta field is valid, the field is a 16-bit integer counting 250-picosecond clocks between the 1-millisecond event and the occurrence of the SSC clock edge for the sample referenced by the 1-ms pointer value.

The data time tag shall be an eight-byte (64-bit) integer with the least significant bit corresponding to 250-picoseconds.  The number contained in this field is the number of 250-picosecond clocks that have occurred since the fixed reference time of 1-January of the current year 00:00:00 UTC.  For legacy (ECL inputs, this time tag typically represents the time the first symbol in the DF arrives at the SDDS input.  Whether the source-to-SDDS cable is included in the time tag is configurable at install for each port.  The convention will be for SDDS to not include the source cable delay, because some systems already report the cable delay to Central Services independently.

The Time Tag extension field extends the precision of the time tag field by an additional 32 bits.  The field is an unsigned integer with the LSB corresponding to 250/2^32 picoseconds.

The zeros are padding to maintain byte boundaries.

10.2.1.3.4 Synchronous Sample Clock (SSC) Information

The SSC information is needed by SDDS’s output formatters in order to recreate the SSC, which is used to clock out the data at the same rate that was captured by SDDS’s input formatters.  The field contains information about the SSC frequency, and the rate at which the SSC frequency is changing.  The structure of the field shall be as follows.

The SSC information field shall be a 12-byte field containing the information required to recreate the synchronous sample clock.  This field is comprised of two sub-fields, dF/dT and frequency.  The fields sizes and locations are shown in Figure 17‑9 Synchronous Sample Clock Information Fields.
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Figure 17‑9.  Synchronous Sample Clock Information Fields

The dF/dT field shall be a 32-bit two’s complement number measuring the rate at which the frequency is changing.  The LSB value is equal to (2-Hz/Sec) / 2^31.  This value will represent the delta between the instantaneous frequency of the last SSC of the packet and the instantaneous frequency of the first SSC of the packet divided by the packet duration.

The frequency field shall be a 64-bit signed number containing the frequency of the SSC in two’s complement notation with the LSB value equal to (125-MHz) / 2^63.  This value will represent the instantaneous frequency of the SSC associated with the first sample of the frame.

10.2.1.3.5 Synchronous Serial Data (SSD) Information

The SSD information field is used to capture the synchronous serial data (SSD) bit stream that enters SDDS via the ECL interface and store it more efficiently in the header portion of the data payload.  This bit stream is synchronous with the data samples and is used to mark a specific sample, or indicates when data is valid.  Some examples of this function are scan flag, data valid flag, top dead center, snapshot, and pulse present.  As these functions are used to mark locations in the bit stream and transitions are relatively infrequent, the SSD information field stores a compressed version of the SSD bit stream.  For legacy outputs, this information is used by the output formatter to recreate the SSD bit stream.  This compression assumes that the SSD bit transitions at most two times per 2048 samples for 4 bits or less per sample modes, two times per 1024 samples for 5-8 bits per sample modes and two times per 512 samples for 9-16 bit sample modes.  If the SSD stream violates this characteristic, the AD pass through mode can be used, (see DF format paragraph).

The SSD information field shall be a four-byte field containing a compressed version of the SSD stream.  In order for the information field to accurately recreate the SSD information, the number of transitions cannot exceed two per packet.  The field is comprised of an initial value field, four zeros, a first transition pointer, five zeros, and a second transition pointer.  The sizes and location of these fields are shown in Figure 17‑10 SSD Information Fields.
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Figure 17‑10.  SSD Information Fields

The initial value field shall be the value of the SSD bit corresponding to the first sample of the packet.

The four zeros are padding to maintain byte boundaries.

The first transition pointer is an 11-bit integer that shall contain the sample number for the first SSD bit transitions from the initial value.  If no transitions occur for the duration of the packet, the value shall be set to zero.

The five zeros are padding to byte boundaries.  (These place the first and second transition pointers on two-byte boundaries in order to simplify processing for future Gigabit Ethernet users.)

The second transition pointer is an 11-bit integer that shall contain the sample number for the second time the SSD bit switches value.  If one or zero transitions occur, the value shall be set to zero.

An example showing how an original SSD bit stream is converted to the SSD information format and is then converted back to a SSD bit stream is shown in Figure 17‑11 Example 1 of SSD Conversion.  In this example, the first transition occurs at symbol “672” and the second transition occurs at “1248”.


[image: image10.wmf]0

2047

672

1

0

1248

1

672

1248

X

0

2047

672

1

0

1248

Original SAD Bit

SAD Info in Header

Recreated

 SAD Bit


Figure 17‑11.  Example 1 of SSD Conversion

An example showing what occurs when the limit of two transitions per packet is exceeded is shown in Figure 17‑12 Example 2 of SSD Conversion.  In this example, the first transition occurs at symbol “672”, the second transition occurs at “1248” and a third transition occurs at “1738”.  The recreation correctly creates the first and second transitions; the third transition, which exceeds the transition limit, is not recreated.
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Figure 17‑12.  Example 2 of SSD Conversion

10.2.1.3.6 Asynchronous Auxiliary Data (AAD) Information

The AAD information field is used to capture the AAD bit stream that enters SDDS via the ECL interface and store it efficiently in the header portion of the data payload.  When the AAD bit stream is used, it is a 19.2-kbps data stream containing information about the signal data and is asynchronous to the SSC.  For legacy SDDS outputs, the output formatter will convert this information into the AAD bit stream.

The AAD information field shall be a 20-byte field containing a version of the AAD bit serial stream compressed using a run length encoding technique.  The field is comprised of an initial value field, seven zeros, and “19” transition fields.  The location of the fields and their sizes are shown in Figure 17‑13 AAD Information Fields.
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Figure 17‑13.  AAD Information Fields

The initial value field is a one-bit value containing the value of the AAD bit corresponding to the first sample of the packet.

The seven zeros are padding to maintain byte boundaries.

The “19” transition fields are 8-bit integers.  The transition values are used to cumulatively identify locations in the packet.  Each transition value is an increment to the location identified by the previous transition value.  (Transition zero is the first sample of the packet.)  Non zero transition values signifies that the AAD value changes from the value at the location determined by transition n-1, and that the change occurred at the transition n samples after the location determined by transition n-1.  The location of this new transition is the transition identified by transition n.  If transition n is zero, this signifies that the AAD value did not change value from the value at the location determined by transition n-1.  The location determined by transition n is the 255th sample after the location determined by transition n-1.  The example in Figure 17‑14 Example of AAD Conversion and Recreation for a sequence of 1010010 is included to clarify this process.
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Figure 17‑14.  Example of AAD Conversion and Recreation

10.2.1.3.7 Data Field

The Data Field (DF) is used to transmit the sample data as well as AD for AD passthrough modes.  The mode used is a function of sample size, sample rate, and whether or not the time tag bit stream is to be passed through.  Table 17‑5 Data Mode Selection shows how these values are inter-related, and how the data mode is determined from these factors.  Signal data shall be placed in the DF in one of the 5 data modes identified in Table 17‑5 Data Mode Selection.  The data mode column is the 3-bit value used to identify the storage format and is stored in the format identifier field.

Table 17‑5.  Data Mode Selection

Sample Rate (Msps)
Sample Size (Bits)
AD Pass Through
DF Length (Bytes)
DF Bits per Sample
Data samples per packet
Data Mode

0.400 – 100.0
<= 4
No
1024
4
2048
000

0.400 – 100.0
5 – 8
No
1024
8
1024
001

0.400 – 50.00
9 – 12
No
1024
16
512
010

0.400 – 100.0
<=4
Yes
1024
8
1024
101

0.400 – 50.00
5 – 12
Yes
1024
16
512
110

For proper Datolite and SDN time tags and AAD reconstruction, the time between when the first sample and last samples of the packet are seen at the legacy ECL input shall be less than one millisecond.  For this reason, accurate AAD reconstruction and once per millisecond time tagging is not required for signal rates lower than 2.1-Mega-samples-per-second (Msps).  AD pass through is not supported for sample sizes greater than 4-bits-per-sample at rates in excess of 50-Msps.

The bandwidth efficient modes (non-AD pass through) are the first three modes listed in Table 17‑5: Data Mode Selection.  In these modes, the auxiliary data is contained in the header.  Thus, for legacy outputs, the output formatter recreates the auxiliary data bit streams (time tag, SSD, AAD) from the header information.  Besides the length of the DF, the difference between the modes is the maximum number of bits per sample each mode supports.  For all of these modes, the first bit of the sample field contains the MSB and for data sizes less than the maximum size supported by the mode, the remaining bits are zero padded.  The 16-bits per sample mode is limited to less than 50-Msps rates to avoid exceeding Gigabit Ethernet bandwidth limitations.  The structure of these modes is shown in Figure 17‑15 Data Field Structures for Bandwidth Efficient Modes.
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Figure 17‑15.  Data Field Structures for Bandwidth Efficient Modes

The AD passthrough modes are used to support legacy ECL inputs to the DTFL that already have time tag information.  These modes are the fourth and fifth modes listed in Table 17‑5: Data Mode Selection.  In these modes, the data along with the values of the AD bits are transmitted within the DF.  The sample size is either 4- or 12-bits and the AD information contains the 4 AD bits as shown in Figure 17‑16 AD Field.  For legacy outputs, the four AD bits are the values inserted into the AD bit streams and the AD information contained in the time tag, SSD and AAD fields is ignored.  The structure of these modes is shown in Figure 17‑17 Data Field Structures for Auxiliary Data Passthrough Modes.
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Figure 17‑16.  AD Field
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Figure 17‑17.  Data Field Structures for Auxiliary Data Passthrough Modes

10.2.2 Parity Packets

There may be a parity packet every thirty-second packet for forward error correction.  The basic structure of the packet is shown in Figure 17‑18 Parity Packet Format.  These packets are dependent upon the signal data packets that comprise the super frame.  The Ethernet headers and IP headers shall match the values of their associated signal data packets, with the exception of the check sum values that are calculated for the specific packet.  Thus, the only fields of interest are the fields comprising the data and signal information.  These three fields are discussed in the following three paragraphs, followed by an explanation of how this parity packet is used for forward error correction.
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Figure 17‑18.  Parity Packet Format

10.2.2.1 Format Identifier

This field is identical to the field of the associated signal data packets with the exception of the PP bit, which is set to one, see Table 17‑4 Parity Packet Identification.

10.2.2.2 Frame Sequence Number

This value is a multiple of “32”.  The parity packet corresponds to the “31” signal data packets immediately prior to this number, (i.e., Parity packet number n*32+31 is the parity packet for packets n*32 through n*32+30).

10.2.2.3 Parity Fields

The parity field is simply the result of the exclusive-or of the time tag information, SSC information, SSD information, AAD information and data fields of the previous “31” signal data packets.

10.2.2.4 Forward Error Correction Method

This system corrects any single packet that is in error out of the 32 packets, including loss of an entire packet.  The decoder works in the following manner.  As packets arrive, any packet that does not pass the frame check sequence, or UDP check sum is invalid and is deleted.  In a separate buffer the results of the exclusive-or of the incoming valid packets is generated for the current super frame.  This FEC will correct a single lost or deleted packet, as the result of the exclusive-or of the other 31 packets in the super frame is the value of the missing/deleted packet.  This resulting packet is inserted into the correct position in the super frame, (identified by the frame sequence number) and the error has been corrected. (Note: SDDS Input Formatters shall not generate parity packets until data forwarding is required.)
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